
Cyberskills
Intro to Information Security



Info-Security
Er vigtigt, da verden afhænger af det!

2



“

If you think technology can solve all 
your IT-security problems. You don´t 
understand the technology and you 
don´t understand the problem. 
Quote : Bruce Schneier
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Lars Blomgaard

Cybersecurity Specialist
I love to share knowledge about IT-security 
You can find me at @linkedin leb56751gvgr
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CV

Cybersecurity Specialist
◦ NNIT - Security Specialist
◦ NC3 - Digital investigations and prevention
◦ DSV - Senior IT-Security Architect

Spare time
◦ Underviser på KEA in Governance and DFIR
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KEA - Københavns Erhvervs Akademi - Studies

Governance
◦ ISO, CIS, NIST
◦ DK Criminal LAW §
◦ Risk management
◦ Awareness
◦ Preparation plans
◦ Study preparation 
◦ Exam preparation 
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Threat Handling
◦ Preparation - technical
◦ Phases for incident response
◦ Digital Forensics
◦ Analysis labs
◦ File, malware, log, network 

forensics
◦ Reporting
◦ Study preparation 
◦ Exam preparation



“Disclaimer”

Her afspejler jeg mine 
personlige holdninger og 
repræsentere ikke nogen af 
førnævnte virksomheder. 

Afspejler min viden fra KEA og 
personlige holdninger

7Kilde: https://www.chathamhouse.org/chatham-house-rule?gclid=EAIaIQobChMI_vyv4-bL5wIVxOR3Ch3aJAauEAAYASAAEgKR5PD_BwE

https://www.chathamhouse.org/chatham-house-rule?gclid=EAIaIQobChMI_vyv4-bL5wIVxOR3Ch3aJAauEAAYASAAEgKR5PD_BwE


“Inspiration”

I have been inspired by this book 
“IT-sikkerhed i praksis - an 
introduction”. Written in Danish 
and the first book of its kind. 

8Kilde: https://www.saxo.com/dk/it-sikkerhed-i-praksis_bog_9788759339299



● Your beginning - you start today 
● What is Infosec
● How is this managed
● Frameworks and strategy
● Risk management and 

vulnerabilities
● Disaster, when everything fails
● Your path and round up
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Agenda



Your Beginning
you start today 
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But who are you on the Internet?
- Look over your shoulder
- Or make your friends do this 
- Look for what fx Google, Bing, 

Duckduckgo know
- SoMe 
- And many more
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You are you



What is Infosec?
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Governance why?

1 Problem, Who is responsible?

● Strava = Fitness app
● Soldiers exercising, App 

collects data and shares with 
the world 

● Who is responsible for this ? 
● Secure location exposed 
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Governance why?

1 Problem, Who is responsible?

● Strava = Fitness app
● Soldiers exercising, App 

collects data and shares with 
the world 

● Who is responsible for this ? 
● Secure location exposed 

Link = https://www.bellingcat.com/resources/how-tos/2018/01/29/strava-interpretation-guide/
Link = https://www.bellingcat.com/resources/articles/2018/07/08/strava-polar-revealing-homes-soldiers-spies/

https://www.bellingcat.com/resources/how-tos/2018/01/29/strava-interpretation-guide/


How to control
Frameworks help us
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Corporate Business - Complexity
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We are all in the same boat

People need
◦ Training and awareness
◦ Guidance 
◦ Nudging and a push in the right direction
◦ Single Point Of Contact (SPOC) when in 

doubt
◦ Continuous care 
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We are all in the same boat

IT-People need
◦ Training and maintenance
◦ Guidance 
◦ Nudging and a push in the right direction
◦ Continuous care 
◦ A clear plan when things don't go as 

expected
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We are all in the same boat

Management need
◦ Make decisions and have mandate
◦ Guidance 
◦ Be part of the plan
◦ Continuous update and follow up
◦ A clear plan when things don't go as 

expected
◦ Take ownership
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We are all in the same boat
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People are the threat but also the solution

Make your personal strategy
◦ Use password manager w MFA
◦ Use MFA where possible
◦ Seperate your technology, have multiple 

browsers, password managers for different 
tasks

◦ Don't use corporate email for personal stuff
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People are the threat but also the solution

Make room for
◦ People make mistakes
◦ Changes in the company
◦ Explaining the necessity of Information 

security. 
◦ Make it ok to ask when in doubt
◦ Show your ID when asked

Information Security is a concern for all !
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Management
How to we manage information security?
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The adversaries

So many data available from the past
Leaks
Enriched data 
Pictures (facebook, instagram, snap …..)
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Adversaries - Criminals
Often from countries in the developing world
Work with little risk and repercussions
They can get access with little effort 
They are skillful 
Have all the time in the world 

High motivation for high gain
The nation sponsored actors - 
the really bad ones!
2010 - Nuclear centrifuges (Stuxnet)
2015 - German parliament hack
2016 - US clinton hack
2017 - Vault 7 (est 60-70 zero-days)
2021 - Colonial Pipeline 
Source stuxnet: https://en.wikipedia.org/wiki/Stuxnet
Vault 7: https://www.nextgov.com/cybersecurity/2017/03/wikileaks-dump-shines-light-governments-shadowy-zero-day-policy/136079/ and https://wikileaks.org/ciav7p1/#FAQ    
US clinton: https://www.bbc.com/news/election-us-2016-36927523
German Office: https://www.reuters.com/article/us-germany-cyber-idUKKCN1GE2H5 
Colonial pipeline : https://www.bloomberg.com/news/articles/2021-06-04/hackers-breached-colonial-pipeline-using-compromised-password 

https://en.wikipedia.org/wiki/Stuxnet
https://www.nextgov.com/cybersecurity/2017/03/wikileaks-dump-shines-light-governments-shadowy-zero-day-policy/136079/
https://wikileaks.org/ciav7p1/#FAQ
https://www.bbc.com/news/election-us-2016-36927523
https://www.reuters.com/article/us-germany-cyber-idUKKCN1GE2H5
https://www.bloomberg.com/news/articles/2021-06-04/hackers-breached-colonial-pipeline-using-compromised-password


The adversaries make use of

Unpatched systems
People make mistakes, 
mistakes get into software, 
software are sold/distributed.

Webpages
Webpages are often 
overlooked and miss TLC

Embedded systems
Embedded systems, that is on 
the network gets forgotten. 
Firmware are software!

Weak passwords
The mother of all fun

Open ports
Services are exposed to the 
internet. Port 3389 is the gate 
to doom if left open

No monitoring of 
service
No monitoring of a service, you 
don't know the adversaries use 
bruteforce, no one knows og 
looks
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The adversaries make use of

Forgotten services
If a service is labeled as end of 
life (EOL). Check it´s EOL. If a 
vps, this will be abused

Test that went to 
production
The local IT-hero went to 
IT-zero, because the system 
was not backed up

Peoples trust
Phishing, Vishing, Smishing, 
Social Engineering. We are too 
trusty against unknown people

People's greed
Employees can turn to 
malicious actors, if the money 
is enough

Complexity of a 
company
Too much technology and 
compliance will suffocate a 
business and the overview

The cloud
Can we get transparency in the 
cloud? Can we se if the 
systems are used or abused?
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Frameworks
and strategy
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CIA

Integrity

Confidentiality

Availability
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Mitigation
Minimize surface
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Knowledge for employees

What's in it for me?
◦ Missing training
◦ Password strategy
◦ Culture of admitting errors
◦ Why should spend time on security?
◦ Is it ok to ask for the ID-card

We are all in the same boat
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Complexity as we grow

Big companies - big complexity
◦ Missing preparation
◦ Overlook the details
◦ Product blindness
◦ Too little time to investegate 
◦ Miss the picture of vital data

This is not a easy quick fix - prepare to defend

32



Physical is often overlooked 

Physical
◦ Do we know you?
◦ Who is your appointed, lets guide you there
◦ What countermeasures do your business 

need?
◦ Surveillance of property
◦ Physical safety (out of hours) 
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Physical is often overlooked 

Physical Security is also a part of information 
security
◦ ID-cards
◦ Fences
◦ Surveillance
◦ Clean desk policy
◦ Log out when PC is idle
◦ Awareness of where you communicate 

about what
34



Technologies that can assist

Our systems are many
◦ SIEM - log mgmt
◦ IDS
◦ SOC / SAC 
◦ AV, FW, IPS, DLP, DMARC, IAM and much 

more
◦ Cloud (by the way its someone elses 

computer)
Don't get product blind
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Technologies that can slow us down

Where is our data when we need it?
◦ It is in the Cloud nowhere to be seen (or 

downloaded)
◦ How can it be obtained?
◦ What is in the data?
◦ Is it correct?

Do we have what we need, when we need?
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Technologies that can assist

Our data gives knowledge
◦ Missing preparation
◦ Overlook the details
◦ Product blindness
◦ Too little time to investegate 
◦ Miss the picture of vital data

This is not a easy quick fix
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Risk
Risk management and vulnerabilities
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Risk and score
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Risk calculation
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Eksempel på udregning fra CIS: https://www.cisecurity.org/blog/the-one-equation-you-need-to-calculate-risk-reduction-roi/

og fra risk management guru: https://riskmanagementguru.com/residual-risk-scoring-matrix-example.html/

Risiko faktor
Sandsynlighed 
(S)

Konsekvens 
(K) S * K Prioritet

System 1 4 2 8 2
System 2 2 3 6 3
System 3 5 2 10 1
System 4 1 5 5 4

https://www.cisecurity.org/blog/the-one-equation-you-need-to-calculate-risk-reduction-roi/
https://riskmanagementguru.com/residual-risk-scoring-matrix-example.html/


Risk management 
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Patch management 

42

● Patch tuesday from MS. 
● Patch in OT environments (other strategy)
● Identify patch , vulnerability management 
● Patch review 
● Emergency patch 
● Compliance review 



The adversaries make use of

Zero-days
The stuff no one knows about

Advanced Persistent Threats 
- APT
Gain persistence in a system
(Average 197 days (2018) - 280 days (2018))

43

Killchain: https://www.lockheedmartin.com/en-us/capabilities/cyber/cyber-kill-chain.html
Average time for breach: https://securityboulevard.com/2018/07/survey-finds-breach-discovery-takes-an-average-197-days/ and 
https://www.schneiderdowns.com/our-thoughts-on/2021-data-breach-cost

https://www.lockheedmartin.com/en-us/capabilities/cyber/cyber-kill-chain.html
https://securityboulevard.com/2018/07/survey-finds-breach-discovery-takes-an-average-197-days/


Malware

44

Source: https://dataprot.net/statistics/malware-statistics/



Combination
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Patch race 
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The dry statistics
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CVE-details: https://www.cvedetails.com/browse-by-date.php



In the 00´s
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Source: https://www.informationisbeautiful.net/visualizations/worlds-biggest-data-breaches-hacks/



In the 20´ies
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Source: https://www.informationisbeautiful.net/visualizations/worlds-biggest-data-breaches-hacks/



Leaks
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Frameworks
Managements anchor of IT-security in 
the company
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What is a control

Kilde: https://www.cisecurity.org/controls/

Link: https://www.complianceforge.com/blog/is-cmmc-really-a-maturity-model-or-just-a-controls-catalog-with-5-control-sets/

https://www.cisecurity.org/controls/


Center For Internetsecurity = CIS (CIS18)

Kilde: https://www.cisecurity.org/controls/
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Center For Internetsecurity = CIS (CIS18)

Kilde: https://www.cisecurity.org/controls/

● Inventory and Control of Enterprise Assets
● Inventory and Control of Software Assets
● Data protection
● Secure Configuration of Enterprise Assets and Software
● Account Management
● Access Control Management
● Continuous Vulnerability Management
● Audit Log Management
● Email and Web Browser Protections
● Malware Defenses
● Data recovery
● Network Infrastructure Management
● Network Monitoring and Defense
● Security Awareness and Skills Training
● Service Provider Management
● Application Software Security
● Incident Response Management
● Penetration Testing

https://www.cisecurity.org/controls/


Center For Internetsecurity = CIS (CIS18)

Kilde: https://www.cisecurity.org/controls/

https://www.cisecurity.org/controls/


Benefits of CIS kubernetes example (Container management)

Kilde: https://www.cisecurity.org/controls/

Link: https://workbench.cisecurity.org

https://www.cisecurity.org/controls/


Benefits of CIS kubernetes example (Container management)

Kilde: https://www.cisecurity.org/controls/

Link: https://workbench.cisecurity.org/files/4128

https://www.cisecurity.org/controls/


Manage risk in CIS

Kilde: https://www.cisecurity.org/controls/

Link: https://workbench.cisecurity.org/files/3919

https://www.cisecurity.org/controls/


ISO27001

Kilde: https://www.cisecurity.org/controls/

https://www.cisecurity.org/controls/


ISO27001

Kilde: https://www.cisecurity.org/controls/

Link: https://advisera.com/27001academy/knowledgebase/list-of-mandatory-documents-required-by-iso-27001-revision

https://www.cisecurity.org/controls/


ISO27001

Kilde: https://www.cisecurity.org/controls/

Link: https://www.itgovernance.co.uk/blog/documentation-required-by-iso-27001-2

https://www.cisecurity.org/controls/


ISO27001

Kilde: https://www.cisecurity.org/controls/

Link: https://advisera.com/27001academy/knowledgebase/list-of-mandatory-documents-required-by-iso-27001-revision

https://www.cisecurity.org/controls/






CIS vs ISO27001

Kilde: https://www.cisecurity.org/controls/

CIS mappings ISO27001: https://www.cisecurity.org/white-papers/cis-controls-and-sub-controls-mapping-to-iso-27001/ 
(Download Excel = CIS Controls and Sub-Controls Mapping to ISO.xlsx)

https://www.cisecurity.org/controls/
https://www.cisecurity.org/white-papers/cis-controls-and-sub-controls-mapping-to-iso-27001/


Demands for certifying

Kilde: https://www.cisecurity.org/controls/

The following mandatory documentation is explicitly required for 
certification:

● ISMS scope (as per clause 4.3)
● Information security policy (clause 5.2)
● Information risk assessment process (clause 6.1.2)
● Information risk treatment process (clause 6.1.3)
● Information security objectives (clause 6.2)
● Evidence of the competence of the people working in information security 

(clause 7.2)
● Other ISMS-related documents deemed necessary by the organization 

(clause 7.5.1b)
● Operational planning and control documents (clause 8.1)
● The results of the [information] risk assessments (clause 8.2)
● The decisions regarding [information] risk treatment (clause 8.3)
● Evidence of the monitoring and measurement of information security 

(clause 9.1)
● The ISMS internal audit program and the results of audits conducted (clause 

9.2)
● Evidence of top management reviews of the ISMS (clause 9.3)
● Evidence of nonconformities identified and corrective actions arising 

(clause 10.1)

Kilde: https://www.isms.online/iso-27001/requirements-controls/

● Various others: Annex A mentions but does not fully specify 
further documentation including the rules for 

○ acceptable use of assets, 
○ access control policy, operating procedures, 
○ confidentiality or non-disclosure agreements, 
○ secure system engineering principles, 
○ information security policy for supplier relationships, 
○ information security incident response procedures, 

relevant laws, 
○ regulations and contractual obligations plus the 

associated compliance procedures and information 
security continuity procedures. 

However, despite Annex A being normative, organizations are not 
formally required to adopt and comply with Annex A: they can use 
other structures and approaches to treat their information risks.

https://www.cisecurity.org/controls/
https://www.isms.online/iso-27001/requirements-controls/


Hvorfor starter Annex A fra A5?

Kilde: https://www.assent1.com/what-are-the-iso-27001-controls/ og https://www.iso27001security.com/html/27002.html#Contents

https://www.assent1.com/what-are-the-iso-27001-controls/
https://www.iso27001security.com/html/27002.html#Contents


Minimize disaster
And mitigate risk
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Business Continuity Plan - BCP

Kilde: https://www.cisecurity.org/controls/

Link: https://en.wikipedia.org/wiki/Supply_chain
Link: https://en.wikipedia.org/wiki/Risk_management
Link: https://en.wikipedia.org/wiki/Business_continuity_planning 

https://www.cisecurity.org/controls/
https://en.wikipedia.org/wiki/Supply_chain
https://en.wikipedia.org/wiki/Risk_management
https://en.wikipedia.org/wiki/Business_continuity_planning


Business Continuity Plan - BCP

Kilde: https://www.cisecurity.org/controls/

Link: https://www.techtarget.com/searchstorage/definition/business-impact-analysis

https://www.cisecurity.org/controls/


Business Continuity Plan - BCP

Kilde: https://www.cisecurity.org/controls/

Link: https://en.wikipedia.org/wiki/Supply_chain
Link: https://en.wikipedia.org/wiki/Risk_management
Link: https://en.wikipedia.org/wiki/Business_continuity_planning 

https://www.cisecurity.org/controls/
https://en.wikipedia.org/wiki/Supply_chain
https://en.wikipedia.org/wiki/Risk_management
https://en.wikipedia.org/wiki/Business_continuity_planning


Business Continuity Plan - BCP

Kilde: https://www.cisecurity.org/controls/

Link: https://en.wikipedia.org/wiki/Supply_chain
Link: https://en.wikipedia.org/wiki/Risk_management
Link: https://en.wikipedia.org/wiki/Business_continuity_planning 

https://www.cisecurity.org/controls/
https://en.wikipedia.org/wiki/Supply_chain
https://en.wikipedia.org/wiki/Risk_management
https://en.wikipedia.org/wiki/Business_continuity_planning


Disaster
When everything else fails - what then!
Part 1 - overall management
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Overview

75
Link: https://www.brs.dk/da/redningsberedskab-myndighed/krisestyring2-og-beredskabsplanlagning/



Overview
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Link: https://www.brs.dk/da/redningsberedskab-myndighed/krisestyring2-og-beredskabsplanlagning/



Overview
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Link: https://www.brs.dk/da/redningsberedskab-myndighed/krisestyring2-og-beredskabsplanlagning/



Overview
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Link: https://www.brs.dk/da/redningsberedskab-myndighed/krisestyring2-og-beredskabsplanlagning/



Disaster
When everything else fails - what then!
Part 2 - Incident Response

79



Prepare
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The better preparation the faster to respond
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Examples of escalation/collection
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Examples of escalation/collection
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Decide your capability

84

Traditional forensics collection

● writeblock capability
● forensic sound collected 

data from hardware
● insider threats / malicious 

actors
● copyright infringements
● Chain of custody
● Witness colleagues 

(leader, HR etc.) 

Data Collection as a bundle

● logs
● pictures 

(screenshots, mobile cell 
pictures)

● print to PDF
● save websites
● (“Save as” or “WGET”)
● Memory dump
● documents
● pictures (photos)
● collected remote 

(using remote agent)
● antimalware data
● OSINT links
● artefacts etc.

All described as a process

Pre-investigation

● Remote collection via agent
● Live collection of dynamic 

data (websites, drives, etc.)
● surrounding sources
● Indicators of compromise - 

IOC
● External sources 

(Virustotal, Joe sandbox, ect.)



Considerations for evidence?

◦ Data from more sources that point in the same 
direction (Triangulation)

◦ Data must prove the point
(authenticity )

◦ Data that comes out of your observations 
(artefacts from systems, malware analysis … Your observables!)

◦ Data that show what happened and prove the point 
(A Well description of what happened and where its recorded)

◦ Data have to be admissible 
(Collected using legal methods)

85
Inspiration: https://nvlpubs.nist.gov/nistpubs/ir/2022/NIST.IR.8387.pdf
And : https://www.nist.gov/forensic-science/interdisciplinary-topics/evidence-management

https://nvlpubs.nist.gov/nistpubs/ir/2022/NIST.IR.8387.pdf


Integrity is your file DNA

◦ Use good HASH like SHA256 to avoid hash 
collision

◦ Timestamps from the “snapshot”
◦ Describe the prerequisites of the collection
◦ Containerize the data, and turn on writeblock
◦ Make it easy to understand the data and 

describe it

86



Preserve the integrity
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The better preparation the faster to respond

Collect the tools in a jump bag
◦ Preserve the evidence

▫ Writeblock (HW/SW)
◦ Prepare your software
◦ Physical tools
◦ IT-security plans (printed)

88



The better preparation the faster to respond

Have a forensic room
◦ Analyze the evidence
◦ Extra USB-drives and hard drives
◦ Dedicated hardware
◦ Monitor activity (who gets in and out)
◦ Physical preserve evidence
◦ Trusted personnel only

89



The better preparation the faster to respond

Have a clear plan
◦ Who is on call 
◦ Who have the mandate to make decisions 
◦ Who is responsible for communication
◦ Who are the tech people investigating
◦ Have this highlighted next to the war room 

(War Room is a place where the Incident team is placed)

90



Preparation is key
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Timeline

92

DECNOVOCTSEPAUGJULJUNMAYAPRMARFEBJAN

Test Antivirus
Clean up Active 
Directory

Test Incident Response 
plan Carry out a wargame

Update processes and 
documentation, based 
on wargame

Garry out awareness 
plan

Test Backup and 
recovery time

Make a threathunt and 
validate tools

Prepare for Wargame Review the wargame Prepare Awareness 
plan

Prepare for the 
new year and 
evaluate on old 
year



Plan ahead

Service Wheel is an ongoing task
It's easier to prepare the tasks throughout the 
year 
You get visibility to what needs to be carried 
out

93



Report or not

Kilde: https://www.cisecurity.org/controls/

Do the business report or not
If so, to who? 

https://www.cisecurity.org/controls/


The Authorities - Ask before you report

95Link = https://politi.dk/anmeld-kriminalitet



Why the authorities?

◦ Give the authorities the power to investigate and 
prosecute as they are supposed to do. Else 
cybercrime will continue!

◦ We need to keep politicians accountable and 
informed! To make decisions going forward!

This will increase the chance of an investigation 
and prosecution

96



Why collect data?

97



What now?
Your path
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What is your path?

What do you like?
◦ Pentest - breaking stuff
◦ GDPR - DPO and privacy
◦ Management - ISO, NIST, CIS
◦ Incident Response - Protection and 

mitigation
◦ Education - Training others in awareness
◦ Development - program the future

99



What is your path?

How do i find out ?
◦ Get into the network
◦ Get out and look for arrangements like 

cyberskills 
◦ Test out what the different areas include
◦ Buy a book or two to read about the topic.

100



The technical path?

◦ What is the requirements out here?
◦ What do the business need?
◦ Make sure there are jobs you can apply

101



Try what you like  

Start online 

◦ Tryhackme.com
◦ Hackthebox.com 
◦ blueteamlabs.online



Kasm Labs? 



What can i use ?  

Nyt udstyr Køb det også brugt



Create a lab ?

Physical hardware 
(Old tech that is not used)
Virtual machines
Proxmox hypervisor

◦ kali linux
◦ linux
◦ windows
◦ Kasm (streaming apps to 

browser)



The Strategic path?

◦ What is the requirements out here?
◦ Frameworks for your business, there are so 

many others
◦ Learn the management decision making
◦ Know how the communication works   

106



Look at the frameworks ?

◦ NIST Cybersecurity Framework 
(fx NIST SP 800-53)

◦ ISO 27001 and ISO 27002 and 
(CIS controls and the guides they 
provide)

◦ SOC2
◦ PCI-DSS
◦ HIPAA
◦ GDPR (ISO 27701)
◦ FISMA

◦ COBIT (ISACA)
◦ CMMC (Cybersecurity Maturity 

Model Certification)
◦ European Union Agency for 

Cybersecurity (ENISA) National 
Capabilities Assessment 
Framework

◦ MITRE ATT&CK
◦ National Cyber Security Centre 

(NCSC) Cyber Assessment 
Framework (CAF)

Link: https://securityscorecard.com/blog/top-cybersecurity-frameworks-to-consider



One Last Thing
Often not said - Taboo
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Imposter
Syndrome

109



Why i brought this up

◦ I have met with a lot of students that have had this feeling
◦ I have the same feeling from time to time 
◦ Its normal to experience this up to the exam

Disclaimer 
Im not an expert, i sought the guide from out big friend the Internet and chat GPT. 

110



What is that ?

◦ Imposter syndrome is a psychological phenomenon in which an individual doubts their 
own abilities, feels like a fraud, and fears being exposed as such despite evidence of 
their competence and accomplishments. 

◦ People with imposter syndrome often believe that they are not deserving of their 
success or that they have somehow tricked others into thinking that they are competent. 

◦ This feeling of inadequacy can be especially prevalent in high-achieving individuals, 
such as academics, professionals, and artists. It can lead to anxiety, stress, and 
self-doubt, and may negatively impact one's personal and professional life. 

◦ It is important to recognize and address imposter syndrome so that one can gain the 
confidence and self-esteem needed to succeed and thrive.  

111

Kilde: https://dm.dk/nyheder/2020/fem-raad-til-dig-der-lider-af-impostor-faenomenet



Why is that present?

Copied from article  

"I forhold til den præstationskultur, som hersker i dag, så er der forskning, 

der tyder på, at præstationskultur fremmer aktivitet i den del af hjernen 

som knytter sig til at præstere og rangordne i et hierarki mellem os", siger 

Lise August 

112

Kilde: https://dm.dk/nyheder/2020/fem-raad-til-dig-der-lider-af-impostor-faenomenet



How to fix it?

Overcoming imposter syndrome can be a challenging process, but there are several strategies 
that may be helpful:

◦ Acknowledge your feelings: Recognize that feeling like an imposter is a common 
experience, and that you are not alone in feeling this way.

◦ Identify your strengths: Make a list of your accomplishments and skills. Recognize your 
own abilities and acknowledge your achievements.

◦ Set realistic expectations: Be realistic about your abilities and set achievable goals. 
Remember that it is okay to make mistakes and that failure is a normal part of the 
learning process.

◦ Learn from others: Seek out mentorship or guidance from others who have experienced 
imposter syndrome. Learn from their experiences and strategies for overcoming 
self-doubt.

◦ Practice self-care: Take care of yourself physically, emotionally, and mentally. Engage in 
activities that make you feel good about yourself and that help you manage stress.
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My Interpretation

A few thoughts 
◦ You have all the possibilities at your feet
◦ You are as equal as everyone else 
◦ Expectation align with you delivery 
◦ Trust you self, you are more capable than you think
◦ Do you best 
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Company expectation?

A company should be willingly to this
◦ Support your growth
◦ Support you needs 
◦ Have good colleagues that support / coach you

Requirements of you 
◦ Want to learn
◦ Curious 
◦ Fail and accept the learning
◦ Be part of the assignments, no matter if you have the skills or not
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How to fix it?
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Round up
Summarize
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Takeaways

◦ Know the framework in your company
◦ Get into the process and understand the 

key areas
◦ Build you own space here and argument 

your choices 
◦ Know how to “sell” your arguments.
◦ Believe in your self 
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The most important!!!

Help each other be better in the IT-security world

If you see anything out of the 
ordinary  

- 

ACT ON IT!
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Thanks!

ANY QUESTIONS?
Slideshow 

https://defencia.dk/
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